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Study Guide: FMEA Study Guide

What is FMEA?

● Failure Mode and Effects Analysis (FMEA) is a systematic
process that requires thoughtful consideration of all the potential
failure modes associated with a new design or process

● In a perfect world, you would do an FMEA while you are
designing the process because this is the time when you would
be identifying and mitigating risk

● You can also do this process retroactively after you have
designed your product or process in order to identify any
weaknesses or failure modes and implement the appropriate
corrective actions
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FMEA risk management process

FMEA manages risk by systematically identifying potential failure
modes, assessing their impact and likelihood, prioritizing them, and
implementing control measures to reduce or mitigate their risks, thus
improving product or process reliability and safety.

● Risk Assessment
○ Risk Identification: This initial step involves systematically

identifying potential risks and their sources within a project,
process, or system. It often relies on brainstorming
sessions, historical data, and expert input to compile a
comprehensive list of possible risks.

○ Risk Analysis: Once risks are identified, they must be
analyzed in detail. This includes assessing the likelihood of
each risk occurring and the severity of its potential impact.
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Quantitative or qualitative analysis methods are employed
to prioritize risks based on these factors.

○ Risk Evaluation: In this phase, prioritized risks are further
evaluated to determine the level of risk exposure. This
includes weighing the consequences of a risk against the
organization's risk tolerance and strategic goals

● Risk Control: To mitigate or manage identified risks, appropriate
control measures are put in place. These measures can include
process changes, enhanced quality control, contingency plans,
or the use of risk transfer mechanisms such as insurance

○ Risk Reduction: This step focuses on actively reducing the
likelihood or severity of high-priority risks. Strategies may
involve process improvements, technology upgrades,
employee training, or other interventions aimed at
minimizing risk exposure

○ Risk Acceptance: Some risks may be deemed acceptable,
particularly when the cost of mitigation outweighs the
potential impact. In such cases, organizations consciously
choose to accept the risk, but this decision is typically
documented and reviewed periodically.

● Risk Review: Regular reviews are crucial to monitor the
effectiveness of risk management efforts. Risks evolve, and new
ones may emerge, so ongoing assessment is essential to adapt
strategies accordingly

○ Review Events: These events are scheduled checkpoints
or milestones in the risk management process. They
provide opportunities to assess progress, reassess risks,
and ensure that risk management activities align with
organizational objectives
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DFMEA vs PFMEA

The DFMEA or Design FMEA, is focused on analyzing and improving
the reliability and safety of your new design, with a heavy focus on
design deficiencies and analysis of the different interactions,
interfaces, and product features associated with your new design.

The PFMEA or Process FMEA, comes after the DFMEA and it is
focused on analyzing your manufacturing or assembly process to
identify all potential failure modes and then, subsequently assess the
risk associated with those process deviations.
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The 10 Steps of the FMEA process

Risk Identification

1. Define your system or process to be analyzed
2. Identify the potential failure modes for product or process

Risk Analysis

3. Determine the potential effects of the failure mode on the system or
customer
4. Estimate the severity for each failure mode based on its effect
5. Determine the potential causes for each failure mode
6. Estimate the likelihood of occurrence for each failure mode and
cause
7. Determine the control around those failure modes and the root
cause
8. Estimate your detection level for each failure mode, cause, and
effect
9. Calculate the Risk Priority Number (RPN) for each failure mode

Risk Evaluation and Risk Control

10. Take corrective action to reduce/mitigate or eliminate risk

Before you begin with the 10 steps, or step 0 in the process you must
define the scales for Severity, Occurrence, and Detection. Also,
document any assumptions, and define your acceptable risk level
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Severity:
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Occurrence:
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Detection:

More on the FMEA steps:

● Step 1. Define your system or process to be analyzed

For a PFMEA, you can use a flow diagram to define your process and
its various manufacturing steps that can contribute to failure
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For a DFMEA, a system block diagram can be used to show the
interfaces and relationships between the different aspects of your
design

● Step 2. Identify potential failure modes
○ A failure is a non-conformance, error, or defect associated

with your product
○ A failure mode is the mode, method, or way in which

something might fail
○ For a DFMEA start with a design drawing to identify

features, that if they were out of specification, would impact
the functionality of the product

○ For a PFMEA your failure modes will be related to the
various steps in the manufacturing process and how they
might fail. The best way to find out how your process might
fail is to walk your process with the subject matter experts.

○ Try not to talk only about the actual failure modes, but
brainstorm potential failure modes as well, that way those
risks can be mitigated and prevented from ever occurring in
the first place.



K

● Step 3. Determine the Effects

○ An effect is the impact on the end-user or customer. When
the failure occurs what is the effect on the end user? This
effect drives the severity score

● Step 4: Estimate the Severity
○ Severity is a measure of the degree to which the end user

is affected or impacted by the potential failure mode being
analyzed

● Step 5: Determine Potential Causes
○ Use the Root Cause Analysis tool that better serves you

such as the 5 whys or the Fishbone Diagram.
○ In the Fishbone Diagram, you will find the 8Ms which are all

potential causes of a failure mode:
■ Man: How do human interactions introduce potential

failures
■ Machine: How can machines fail?
■ Method: What written procedures do you have in

place and how might they result in failure
■ Materials: This is the one exception to most PFMEA

and DFMEAs because this is a starting assumption
where it is assumed that the materials are always
conforming to all specifications
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■ Mother Nature: How might your production
environment contribute to a failure mode

■ Measurement: How might measuring techniques or
equipment introduce failure

■ Management: What are the attitudes and priorities of
management that might result in a failure

● Step 6: Estimate the Occurrence
○ Once the root causes are identified, we can use them to

estimate the occurrence.
○ The occurrence ranking is defined as the likelihood or

possibility that a failure will occur
● Step 7: Determine the current controls

○ A control is anything in your process that might prevent or
detect the failure mode that's being analyzed.
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● Step 8: Estimate the Detection
○ Your detection is a reflection of the capability and

effectiveness of your process control strategy to identify a
failure mode once it has occurred, in other words, how
likely are we to discover that failure

○ The detection score is based on the assumption that the
failure mode has occurred

● Step 9: Calculate RPN
○ RPN gives us an objective prioritization tool to determine

the "high-risk" failure modes that we should focus on
○ Risk Priority Number (RPN) = Severity * Occurrence *

Detection
○ Focus your time on the highest RPNs and focus on

corrective actions there
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● Step 10: Take Corrective Actions
○ This is one of the most important steps in the process
○ During this step, you can recommend mitigation actions

and follow the effect that action has in the process. This
way we can determine what are the new Severity,
Occurrence, and Detention scores, and finally the new
RPN


